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About this document

LSEG Workspace now supports user authentication through Microsoft Entra. This document describes the steps that are performed
to associate users in your organisation with Workspace, allowing them to access the product seamlessly.

Intended readership

The LSEG Workspace — Entra Administrator’s Activation Guide is intended for administrators on customer sites that are responsible
for the maintenance of Workspace and Microsoft Entra tenants.

Contact information

To:
e Receive further assistance, contact Support.

e Provide feedback on Workspace technical content, contact DocFeedback@lseg.com.

About this document 2
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Prerequisites

To enrol users for Entra authentication into Workspace, the following conditions must be met:

e You must have access to Workspace to provision credentials for System Cross-domain Identity Management (SCIM)2.

e You also require access to the Workspace Admin Tools app to register your Entra tenant.

Important: Initial access to the Workspace Admin Tools app does not include the tenant registration process, for which additional
privileges are required.

To request these privileges, either contact LSEG through the MyAccount Support channel or contact your dedicated Account
Team.

1 SCIM is a protocol used to standardise how identity information is exchanged between entities.

Prerequisites
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Entra setup steps

Setting up users for Entra access involves performing the following steps, which are discussed in the sections that follow:

e Accessing the Client Admin Tools app

e Finding your Entra tenant ID

e Provisioning the Workspace gallery application

e Registering your tenant in Client Admin Tools

e Setting up an app in the Entra admin portal

e Mapping application attributes

e Provisioning users in the Entra admin portal

Also, following these steps, the Useful links section contains links to additional material provided by third parties.

Entra setup steps 4
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Accessing the Client Admin Tools app

To access the Client Admin Tools app:
1. Log in to Workspace.
2. Select WS > App Library.

Alternatively, to open the App Library in a new
browser, press Alt+L

3. To filter the app list, in the Search box

The apps are filtered, as shown in the example,
opposite.

4. To run the Client Admin Tools app, click Open

The Client Admin Tools app launches in the same
browser window.

Accessing the Client Admin Tools app

, type Client.

APPLIB

ws = 1 <
MARKETS MACRO
client

FILTER BY
My Fe rites

CATEGORIES

Charting

[E—
ws = 3 <
MARKETS  MACRO

USER SERVICE SUMMARY

User details

COMPANY

GrOUP

Configuration details

+

Q, AppLE

COMPANY  NEWS

7 RESULTS

+

Q Client Admin Tools

NEWS

CONFIGURATIONS
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ACTIVITY LOGS

CHARTING  MONITORING

ADMIN TOOLS

bulk managing Wor
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MONITORING  IDEA GENERATION

IDEA GENERATION

centric portfolio holdings,

o

ANALYTICS & CALCULATORS

PRICING

pen

a0 @ e

ANALYTICS & CALCULATORS

[UP] Refin

SUSTAINABILITY » I3 Hide

5, SWITCH TO ADMIN PANEL
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Finding your Entra tenant ID

Your Microsoft Entra tenant ID is the unique identifier for your organisation that is assigned by Microsoft. You need this ID to register
your tenant in the Client Admin Tools app.

To find this code:

1. Log in to https://portal.azure.com/#home. B
The Microsoft Azure Welcome page opens (opposite). bessimalesvin RO
2. Click the Manage Microsoft Entra ID View @
button. 0y ‘
»

The Overview page opens (opposite) where the BT R IXYN 1]
Tenant ID @ is shown under the Basic Information © London Stock Exchange Group | Overview
section. P —

Finding your Entra tenant ID


https://portal.azure.com/#home
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Provisioning the Workspace gallery application

The Workspace gallery application must be provisioned to your Entra tenant. This allows users to access the Workspace
application? using their Microsoft credentials.

Once the application has been provisioned to the tenant, your conditional access policies, such as MFA, compliant devices, and so
on, can be applied. To find further information on conditional access policies, refer to the Plan a Conditional Access deployment
page on Microsoft Learn.

To provision Workspace to your Entra tenant, do the following:

1. On your Microsoft Azure portal, navigate to
Enterprise applications > Manage > All enee o A ,
applications @ and select New application @. e

2. In the Search box ®, type LSEG. L
Browse Microsoft Entra Gallery

3. From the filtered list, select the LSEG Workspace
app ©.

9 =

Showing 4 of 4 results

— - Stoconncs R
oy s / o SeC @ preecomleey. B
WA o . oo

? e —33 =

The LSEG Workspace app panel is displayed. = ewotame [T | B
. . Home » Enterprise applications | All applications LSEG Wcrkspace ®
4. Click the Sign up for LSEG Workspace button. Browse Microsoft Entra Gallery
A Gat feedback?
5. In the Permissions requested dialog, click Accept 3. B

Following this, the app is - e
InSta”ed to your tenant. Sl Single Sign-on : Al User fecaunt Mansgement : Al

D) Fedoated 530 D Provisioning

a8 Microsoft

jhwac

Permissions requested
st

Showing 4 of 4 results

LSEG Workspace r‘ ®  Segment
e 2l S — 3
- . /

published by Microsoft or

A, Kerlsgate Identity

Cancel Accept

The currently supported Workspace application variants are Workspace | Web and Workspace | OpenFin.

Currently, as your credentials will not be valid for Workspace, a “We are having trouble logging you in” error message is displayed. This can be
ignored and will be fixed in future versions.

3

Provisioning the Workspace gallery application 7
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10. Select the Grant admin consent for London Stock

Additional resources
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Return to Enterprise applications > Manage > All applications.

Ll
-

= Microsoft Azure £ Search resources, services, and docs (G+/)

Home > Ent

In the Search bOX 6’ type LSEG Workspace' e Er;te_r.plrpi;;:;:plications|AH applications ;
From the filtered list, select the LSEG Workspace application with the pink logo, ' F Nevapptcaion ©) fefish L Dowload Bt | @ Prviwivo “,
highlighted in the screenshot ©. o é

N |

The LSEG Workspace Overview panel is displayed (see step 7, below).

Q-
Object ID Application ID Ho

Name L
@ B covonoe o wonsasan. g
_r-—-g-t —d N-—.A—o«-‘"“‘qj

In the left-hand menu of the LSEG Workspace
Overview panel, select Security > Permissions (7}

What's New

The LSEG Workspace permissions panel is displayed oo I
(opposite). s e

Exchange Group button ©.

For further information about:

Provisioning the Workspace gallery application

Granting admin consent to applications, refer to the Microsoft Learn Grant tenant-wide admin consent to an application page.

App validation, refer to the Microsoft Learn What is app provisioning in Microsoft Entra ID? page.



https://learn.microsoft.com/en-gb/entra/identity/enterprise-apps/grant-admin-consent?pivots=portal
https://learn.microsoft.com/en-us/entra/identity/app-provisioning/user-provisioning
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Registering your tenant in Client Admin Tools

To register your tenant in the Client Admin Tools app:

1. Run LSEG Workspace and open the Client Admin
Tools app.

2. Select the SCIM INTEGRATION menu item

3. In the centre of the SCIM Integration panel, click the +
NEW TENANT button

4. Enter the Tenant Name ¢&) and Tenant ID € of your
organisation (see Finding your Entra tenant ID) and
C||Ck CREATE Create tenant configuration

GROUP  CONFIGURATIONS  ACTIVITY LOGS | SCIMINTEGRATION

Once the following automated tasks have been o
performed (denoted by a green checkbox), the setup

has been successful.

e Creating application

e Certifying application

o Certifying service account
e Assigning license

 Creating tenant configuration SCIM integration details

Copy your SCIM integration details

5. Copy the generated Tenant URL &) and Secret Token
individually into a text tool, such as Notepad.

Tenant URL

Secret Token 6
@ Copy your secre
T ecret t nw

) DONE

Registering your tenant in Client Admin Tools 9



Generating a new Secret Token

The secret token has a validity of six months. When the
token is within 30 days of expiry, the date will be
highlighted in amber, along with a warning pop-up box.

If the Secret Token has expired, a new token must be
generated to re-link the Entra tenant to Workspace This is
done by following the steps below:

1. Navigate to the Admin Tools app.

2. Select the SCIM integration menu item.
3. Select your tenant from the tenant list.
4

. Under the SCIM integration details section, select the
New Token button

Registering your tenant in Client Admin Tools

LSEG Workspace — Entra Administrator’s Activation Guide
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Setting up an app in the Entra admin portal

To set up an app in the Entra admin portal that allows users to be provisioned to any LSEG application that is integrated with Entra,
do the following:

1.

e e

Log in to https://portal.azure.com/#home.

2. Click the Manage Microsoft Entra ID View button @ .

3. The Overview page opens.

4. From the left-side menu, select Manage @ >
Enterprise Applications ©.

5. Under the All applications panel, select New

application @.

6. Click Create your

own application
0.

The Create your
own application

side panel appears.

In the What is the
name of your

app? box @, type
LSEG SCIM.

Under What are
you looking to do
with your
application?,
select Integrate

Welcome to Azure!

) e & g Ol ot B Mg s

Start W am Asare frow i
ot 130 e ot et A s o s
[}
Asure wervices
-+ & @ = - = -] £ -
o - Newem Wt At e - Aot Coomen

Home

| @ o

[ Preview features

K Diagnose and solve problems

& users

2 croups

= Microsoft Azure

P Search resources, sevices, and docs (G+/)

i) London Stock Exchange Group | Overview

=+ add & Manage tenants [7 What's new S preview features AP Got feedback?

(® To improve yeur experience, we're experimenting with your Home page. Click "Got feedback?” te tell us what you think.

g5 External identities

o Roles and
“ administrators

& Administrative units

b

pariners

9 8 Enterprise applications _ #
L] Alerts

L] Devices

Overview  Monitoring  Properties  Recommendations  Setup guides
O search your tenant

Basic information

Name Lonclon Stock Exchange Group Users

Tenant ID [la} Groups

Primary domain LSEGroup.onmicrosaft.com Applications

License Microsoft Entra 1D P2 Devices

Delegated acmin

i App registrations

AL b PPN Y o bl i PN,

122 Ente

> Ovenview
v Manage
| Bl All applications

p Private Network
connectors

B User settings

Name 4 Object ID
I PPN

rise applications | All applications
 Exchange Group

= Microsoft Azure £ Search resources, services, and docs (G+/)
& = :

e application: e applicatic

+ New application () Refresh & Download (Export) @ Preview info Columns &3 Preview features

view, mﬂ search applications in your organization that are set up o use your Microsoft Entra tenant as their Identity Provider

The list of applications that are maintained by your organization are in application registrations

earch by application name or object ID

Application type == Enterprise Applications

2,502 applications found

Application 1D Hom URL

Application ID starts with X

&7 Got feedback?

7 Add fiters

Qk\.‘h—-.u—\ PSS U= e W |

o
o
2

Y VYOV

Created L
e

Home > LSEG Workspace A | Enterprise applications » Enterprise applications | All applications >

Browse Microsoft Entra Gallery

| Create your own application | & Got feedback?

The Microsoft Entra App Gallery is a catalog of thousands of apps that make it easy to deplay and cenfigure single sign-on (550} and automated user pt

Create your own application

A Got feedback?

If you are developing yeur awn applicatien, using Application Proxy, or want to integrate an
application that is not in the gallery, you can create your own application here.

connect your users more securely to their apps. Browse or create your own application here. If you are wanting to publish an application you have devel

request using the process described in this article

P search application single Sign-on : All

Cloud platforms

Amazon Web Services (AWS) Google Cloud Platform

a

Google Cloud

aws

N——7

User Account Management : All

What's the name of your app?

[ 1nput name

Categories : All

What are you leoking te de with your application?

(O cenfigure Application Proxy for secure remate access to an on-premises application

(O Register 2n application to integrate with Microsoft Entra ID (App you're developing)

Oracle 6 (®) Integrate any other application you don't find in the gallery (Non-gallery)

0.

any other application you don’t find in the gallery (Non-gallery) @.

Setting up an app in the Entra admin portal

1"
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9. Click the Create button, at the bottom of the side panel (not shown in the illustration, above).

A new application overview page, opposite, opens. p T

10. In the left-side menu, select Manage > PrOViSioning e Home > LSEG Workspace A | Enterprise applications > Enterprise applications | All applications > Browse Microsoft Entra Gallery >
B for Iseg documentation purpose | Overview
* Enterprise Application
‘ B Overview . Properties
Name @

[ Deployment Plan

‘ for Iseg documentation pur... [
X Diagnase and solve problems

Application ID ¢
' Manage ‘ df6533b0-ffae-4046-ad4d-5.. [
2 ;‘:‘:jﬂ?:{;'am Getting Started

& Users and groups

FaEag e A, AN A, A S

3) single sign-on . ) )
D single sign-o @ 1. Assign users and groups S 2. Set up single si
2 Provisioning Provide specific users and groups access Enable users to sign

to the applications using their Microsoft

B Application proxy - Get st
Assign users and groups et start

A&

C self-service

LS AP T WVl S R Y

11. In the Overview (Preview) panel, select = Microsoft Azure 5 Search resources, senvices, and docs (G+)
Manage > Provisioning ©). e for bt cmentation purpose
This displays the Provisioning panel, for Iseg documentation purpose | Provisioning
which is comprised of three expandable y « s X coomd
sections:

@ Overview (Preview)

e Provisioning Mode © overveu Provisioning Mode

@ [(Automatic ~

b Admln Credentlals ™ Manage Use Microsoft Entra to manage the creation and synchronization of user accounts in for Iseg documentation purpose
§ Comne Previe based on user and group assignment.
e Settings - 0
@ Provisioning
] = H AR ~  Admin Credentials
12. In the Provisioning Mode section,

select Automatic ().

A A A A etk '-\,AM"‘\Q.E Samay

~  Settings
~  Monitor

13. In the Admin Credentials section, enter Tenant URL ;
@ and Secret Token (@, obtained from Step 7 above. 7% S

Admin Credentials

14. In the Settings section of the panel, ensure
Provisioning Status is set to Off*.

1 oft Entra needs the following inform. ect 10 LSEG-SCIM-TEST's A d synchronize us
Microso t s the fo S 110 SCIM H and synchronize us:
Microsoft Entra needs the following information to connec LSEG-SCIM-TEST's API and synchronize user data

Tenant URL *
15. Click Test Connection (5). ‘D

Secret Token

®
L VoY G SN R SRR PN

If the test is successful, a green tick will appear, . .
together with a message confirming the supplied G Testing connection to temp-test .

credentials are authorised to enable provisioning. The supplied credentials are authorized to enable provisioning

4 The Provisioning Statis slider switch is shown in the illustration at the top of the following page.

Setting up an app in the Entra admin portal 12
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Mapping application attributes

To synchronise user and group attributes between Azure Active Directory and the target Workspace application, follow the
instructions in the sections below.

Mapping group attributes

1. From the left-side menu, select Manage > [= _voomren O L -
Provisioning @. hemdall estscim Prowsioning. .

2. Expand the Mappings section @ and click
Provision Microsoft Entra ID Groups €.

The Attribute Mapping panel is displayed. )_‘ —

3_ Set Enabled o to N05 and cllck Save Home > LSEG Workspace A | Enterprise applications terprise applications | All applications > heimdall-test-scim | Provisioning >
Attribute Mapping

4. Return to the previous page and, from the expanded
Mapping section, select Provision Microsoft Entra
ID Users ©. pare
5. The Attribute Mapping panel is displayed. s 9
6. Set Enabled @ to Yes. sou Ot
7. For Target Object Actions @, uncheck Delete. o o e
8. Delete unused Attribute Mappings but keep the
following @, with the illustrated settings: T
Attribute Mapping I o o B o x
e userName S

e emails[type eq "work"].value
e name.givenName

e name.familyName

[ o]

|
N

9. Click Add New Mapping @), found at the bottom of AIME.GIVENNIMe srvenniame
the Attribute Mappings section. B .

5 Currently, LSEG does not support group provisioning.

Mapping application attributes 13



LSEG Workspace — Entra Administrator’s Activation Guide

The Edit Attribute panel is displayed.

Kspae | bafspeie apelcabions et appiesions | 1 spplisians © hrimds e —

10. From the Source attribute dropdown €), select ot A
objectid. .

11. From the Target attribute dropdown ), select
externalld

12. To save your settings and return to the Attribute
Mapping panel, click OK .

13. Found immediately below the Attribute Mapping
heading, click the Save option.

Attribute Mapping

= Save X Duscard

Mapping user attributes

To provision Workspace users with Entra authentication successfully, you need to set Entra attributes that can be mapped to the
Workspace User IDs®.

By default, SCIM attempts to map the Entra userPrincipalName to " o

their Workspace User ID. However, in some instances, this mapping Workspace SCIM Integration | Provisioning
will not work, as they will not match. In this circumstance, to

customise the user attribute mapping and select an Entra attribute oo

that matches the Workspace User ID, follow the steps below:

1. In your Entra tenant, open the app you created. In this example, it
is named Workspace SCIM Integration.

Enabled

2. From the left side menu, select Manage > Provisioning ).

The Provisioning panel is displayed.

3. Under the Mappings section, select the Provision Microsoft
Entra ID Users option @.

The Attribute mapping panel is displayed.

4. Configure the mappings’, as shown in the table below:

This attribute... Map to... Attribute Mapping

userName userPrincipalName

Matching Precedence
should only be selected
for the username attribute
and must be set to 1. No

Matcring prcedence

other attribute should

have a Matching 93 ——
Precedence setting. e
]
name.givenName mail
name.familyName givenName

emails[type eq "work"].value surname

externalld objectld

6 The use of Workspace user IDs is specifically for onboarding LSEG Workspace users onto Entra. Other products may use their own user IDs for

Entra onboarding.

7 ltis crucial that these mappings are configured as shown in the table, as incorrect mappings will result in provisioning failure.

Mapping application attributes 14
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Changing a non-matching userName

If the UserPrincipalName in Entra does not match the userName in
SCIM, you need to amend the mapping by changing to another Entra
attribute that does match with the userName. G G B 8 S U i s et

Edit Attribute

To do so:

e Click the Edit button, next to userPrincipalName

The Edit Attribute panel is displayed.

Mapping an existing Entra attribute

To map an existing Entra attribute to the SCIM userName, do the following:

¢ Inthe Source Attribute field, click \v to open the dropdown menu

Customising the attribute mapping Sl
If none of the existing Entra attributes match the SCIM userName, to customise the attribute mapping, do the following:
1. Open the Mapping type dropdown menu and select Expression. Edit Attribute

2. Select Use the expression builder

The Expression builder e > LSEG Workspace A | Enterrise , ‘ Mt | e .
pane| is displayed. Expression builder - %

This panel can be used
to write custom
expressions that
transform or combine
attributes, such as:

Expression input

[userPrincipallame]

¢ Concatenating first
and last names

Test expression

e Formatting email
addresses, or S seo

e Applying conditional
logic.

The available functions, Apply expresion
such as Join(), Append(),
and Replace(), and operators can be used to build expressions.

For more information regarding writing custom expressions, refer to Reference for writing expressions for attribute mappings in
Microsoft Entra Application Provisioning.

Using Expression builder

This section provides an example showing how Expression builder can be used to customise the userName attribute, by joining the
employeeld attribute to the @Ilseg.com domain.

Mapping application attributes 15
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To do this:

1. From the Select a Expression builder :

function dropdown menu,
choose the Join function

0.

This is used to join the e T e -
employeeld attribute with

the @lseg.com domain 0 L
and must be defined using

the structure® shown in the

Expression input panel ). p—
2. Click the Add expression egoom
button @. @

The expression syntax is
generated in the Expression input panel, on the right-hand side @).

3. To choose a user on whom to test the expression, in the Test expression
Test connection section 0 of the EXpreSSlon builder To test your expression, you can enter custom values or select a preexisting user to use their existing properties.
panel (see the previous page): @:-, Searchuser () Set default values
i. Select the Search user radio button (). m £ sehi
No results found
i. In the field below €, start typing the name of the
user. Matching names appear in a dropdown list. “.‘d
Serhii Koval
ii. Select the user® you want to test from the list.
iv. Click the Test expression button @ @ —F
The resulting output from the expression is shown in View expression output
the View expression output field &). xsooorsglses.con (B)

The output — in this example, x500014@1seg.com —
is the final custom attribute that SCIM receives from
Entra. This attribute is crucial, as it is used to search
against the Workspace User ID in LSEG.

4. Once you have successfully tested the expression, click the Apply expression button @ (see previous page) at the bottom of
the Expression builder panel.

8 When you start typing an attribute name, a list of matching attributes is shown, from which you can select the attribute you want. Static values,

such as @lseg.com, are entered enclosed in quotation marks (for example, “@lseg.com”).
®  The selected user must contain the required attribute(s) used in the expression.

Mapping application attributes 16



LSEG Workspace — Entra Administrator’s Activation Guide

Provisioning users in the Entra admin portal

TO prOViSiOn users in the Entra admin portal: Home LSEG Workspace B | Enterprise applicatior Enterprise applications | All application: -qa ’
) . L. ss scim-integration-qa | Users and groups

1. Navigate to Enterprise applications > All B i b s
applications, then search for and select your 9 b A e ’
application.

& Overview © he applica will appear for assigned users within My Apps visible to users? to

2. Select Manage > Users and groups @. (D Deployment Plan

A Diagnose and solve problems Assign users and groups to app-roles for your application here, To create new app-roley
3. The Users and groups panel is displayed (see the ¢ Mafage
example, opposite). 11l Properties
i Display Name Object Type
4. Click Add user/group @. 0@ - S =
&, Roles and administrators
i is di . 28 Users and groups * 1 HtipSRIGkhioentot M
The Add Assignment panel is displayed group 0 % Yss !
e it [EL Nud Teeraworamongkol (Admin User
5. Click None Selected. i 1 : = B
D Provisioning ! o bowengioalibisished drinid it
% Application proxy
2 ’M
The Users and groups panel is displayed on the right d
side of the screen. Users and groups
6. Choose the users you want to enable €.
a o] fng f f +
7. Once you have selected all applicable users, click the
Select button, found at the bottom of the right hand panel.
2 results
All Use u
Name Type Detaits
@
9 i
® User
—
. . Home > scim-integration-ppe | Users and groups
8. Click the Assign ) button at the bottom of the left side panel. .
an @ P Add Assignment
A green tick will appear on screen, indicating successful assignment.
Users and groups
1 user selected.
Select a role
(4] ~o ]

9. Return to the Overview panel .

10. To provision all the users that were selected in step 6, Home -
select Start Provisioning @. @ sc'm-integration-ppe | Overview :
Once complete: B> Start provisioning & nestartprovionng 7 tatprovsMl
e Current cycle status displays 100 % complete. O oo o

5, Provision on demand Current cycle status Statistics to date
e Provisioned users now have their Microsoft and v Mansge Incremental cycle stopped - View provisioning detais
LSEG accounts linked and can authenticate into D Provisioning 0% complete e et
. i lew technical information
Workspace using Entra. 2 Users and groups . et
. . . Expression builder
11. (Optional) To add more users, follow steps 1-7 in this 2

¥ Monitor

section. View provisioning logs

& Provisioning logs

@ Audit logs

@ Insights

> Troubleshoot

A A Ay Ady A
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Accessing Workspace variants with LSEG credentials

Enabling Entra authentication for Web and OpenFin users does not affect their access to the desktop variant of Workspace.
Versions 1.23-1.25 are still accessible using their dedicated authentication.

Whilst being enabled for Entra access, users can also access Workspace | Web using their LSEG issued credentials using the
following URLs:

e https://workspace.refinitiv.com/web

e https://workspace.extranet.refinitiv.biz/web

However, once users have logged in through Entra, they will continue to be
automatically authenticated into Workspace through their Windows single sign on.
C':TEWS UK parliament votes in favour of assisted @

To revert to logging into Workspace using LSEG credentials, do the following:
1. Select WS > Sign Out @.

+

2. In the resulting panel, select the Sign back in using LSEG Authentication button.

Y% LSEG

You have been successfully signed out.

BY Sign back in with Microsoft

Sign back in using LSEG Authentication
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Useful links

For more information, click the below links.

e Quickstart: Add an enterprise application

e Microsoft Entra on-premises application provisioning to SCIM-enabled apps

e What is automated app user provisioning in Microsoft Entra ID - Microsoft Entra ID | Microsoft Learn

e Plan a Microsoft Entra Conditional Access deployment - Microsoft Entra ID | Microsoft Learn

© 2025 LSEG. Republication or redistribution of LSEG content, including by framing or similar means, is prohibited without the prior written consent of
LSEG. LSEG is not liable for any errors or delays in LSEG content, or for any actions taken in reliance on such content. LSEG Data & Analytics logo
is a trademark of LSEG and its affiliated companies.
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http://www.lseg.com/en
https://learn.microsoft.com/en-us/entra/identity/enterprise-apps/add-application-portal
https://learn.microsoft.com/en-us/entra/identity/enterprise-apps/add-application-portal
https://learn.microsoft.com/en-us/entra/identity/app-provisioning/on-premises-scim-provisioning
https://learn.microsoft.com/en-us/entra/identity/app-provisioning/user-provisioning
https://learn.microsoft.com/en-us/entra/identity/conditional-access/plan-conditional-access
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